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ABSTRACT
Service-Oriented Architecture (SOA) can be implemented via web services which are a product framework that reinforces machine to machine communication over a system. Web services suffer from some setbacks due to bad programming practices design and implementation. These are called "Anti-patterns". Anti-Patterns are counter-productive and poor design practice choices that are conjectured to make software systems harder to maintain. Web service anti-patterns lead to evolution and maintenance problems in software systems. The prediction of anti-patterns in the early stages helps the developers and testers in fixing the design issues. This stimulates the researchers to focus on the detection of web service anti-patterns, to help the unskilled software developers and designers to improve the quality of services being provided.

1. INTRODUCTION
1.1 Origin of the Proposal:

- Anti-Patterns are counter-productive and poor design practice choices that are conjectured to make software systems harder to maintain.
- Classes having Anti-Patterns have approximately three times higher probability of change proneness with respect to classes having no Anti-Patterns [14].
- Classes having Anti-Patterns have approximately nine times higher probability of fault proneness with respect to classes having no Anti-Patterns [14].
- Fixing bugs is time-consuming: Median repair time of a bug for ArgoUML project = 190 days, PostgreSQL = 200 days, 1/2 of all fixed bugs in Mozilla = took more than 29 days [5].
- Anti-patterns have an effect on the development and maintenance of software systems and a study has shown that maintenance of software involves 80% to 90% of the total budget in its life cycle [6].
- It is observed from experimental analysis that early detection of code smell affected classes can help to reduce 17.64–20% efforts [6].

1.2 Research Background:
Service Oriented Architecture(SOA) describes a standard method for requesting services from distributed components and provides the ability to look at business systems as an entire set of services. The primary focus of SOA is on the characteristics of service interface and predictable service behavior[9]. SOA provides methods for system development and integration where systems group functionality around business processes and package these as inter-operable services[4]. It has a transmuting way of dealing with circulated programming and employs mechanism that allows IT systems to work together cohesively within one platform. This circulated programming encourages the inexact coupd mixed and flexibility to change. SOA’s can be implemented via web services which is a product framework that reinforces machine to machine communication over a system. It has an interface characterized in a machine processible organization specially WSDL(Web Service Description Language). Web services suffers from some setbacks due to bad programming practises, design and implementation [10]. These are called "Anti-patterns". Anti-Patterns are counter-productive and poor design practice choices that are conjectured to make software systems harder to maintain. Web service anti-patterns leads to evolution and maintenance problems in software systems. The prediction of anti-patterns in early stages helps the developers and testers in fixing the design issues. This may help them to use the available resources effectively. It has been reported by various studies that the timely detection and correction of anti-patterns enhances the performance and quality of the software systems. This stimulates the researchers to focus on the detection of web service anti-patterns, to help the unskilled software developers and designers to improve the quality of services being provided. There are several web-services anti-patterns [10][12]. The five web-services anti-patterns which we consider for our research work are: GOWS : God object Web service, FGWS : Fine grained Web service, DWS : Data Web service, CWS : Chatty Web service, AWS : Ambiguous Web service. The definition of the anti-patterns can be found in the literature. Previous research shows that anti-patterns in web-services is a serious and important problem. Most of the research work till now is focused on the detection...
of anti-patterns from object oriented software applications. The research work in the detection of anti-patterns in Service Oriented Architecture(SOA) is still in early stages and there are lack of approaches for automatically detecting web-service anti-patterns from their source code and Web Service Definition Language (WSDL) documents [10][12].

Our motivation is to investigate the application of machine learning based techniques for building predictive models by considering source code metrics, WSDL metrics and text metrics individually as features for the task of detecting web-services anti-patterns.

2. LITERATURE SURVEY

There is an extensive research done, in the detection of object oriented anti-patterns and code smells. However, techniques for detecting anti-patterns in object oriented systems and techniques for detecting code smells are not applicable in association with web services, as they have different level of granularity i.e service versus class levels, and different technologies and metrics when compared to object oriented services. Unlike object oriented software systems, web service source code is not open source i.e., clients can access only web service interfaces which are publicly available, from which only the skeleton of the code can be automatically generated. This makes the detection of SOA anti-patterns more challenging. The problems of SOA anti-patterns is addressed only by a few works. Dudney et al.[8] wrote the first book on anti-patterns which provides the informal definitions about the set of web service anti-patterns. A range of SOA anti-patterns features were described by Rotem-Gal-Oz[16]. Furthermore, a variety of research work has been done, which addressed the issue of web service anti-pattern detection which is tabulated in Table 1.

3. GAPS IN EXISTING RESEARCH

Most of the research work till now is focused on the detection of anti-patterns from object oriented software applications. The research work in the detection of anti-patterns in Service Oriented Architecture(SOA) is still in early stages. Only a few approaches are proposed for the SOA anti-pattern detection and specification[10][11]. To the best of our knowledge, different sets of metrics along with some static and dynamic analysis methods are used for web services anti-pattern detection in various researches. Furthermore, there is a limitation on the availability of the conventional prototypes for estimating and rating results of SOA anti-patterns detection techniques. So, our goal is to build an efficient predictive model for the automatic detection of anti-patterns in web services considering source code metrics, WSDL metrics and text/word metrics individually as features and to oversee an exhaustive exploration on the real-world dataset and research the performance of machine learning algorithms, feature selection techniques and data sampling techniques for predicting different types of web service anti-patterns.

- The anti-pattern detection strategies in object oriented software applications cannot be used for anti-pattern detection in SOA, as they have different levels of granularity i.e services versus class levels.
- From an extensive literature study, it is perceived that, several approaches have been used for distinguishing various anti-pattern using different set of source code metrics.
- Most of the procedures proposed did not refer to the reliability of anti-pattern detection using the associated technique which is crucial to know the fruitfulness of the strategy proposed [10].
- Several approaches for the detection of web service anti-patterns have used source code parsing techniques, which includes the statistical clustering of data like measuring switch statements, counting lines of code etc [15].

4. OBJECTIVES

The project aims to investigate source code, WSDL file, and text mining based approaches to analyze historical information databases to discover intriguing patterns and knowledge which can be used to assist developers in the process of identifying components affected by Anti-Patterns. The proposed research problem can be formulated in the form of a question "How Should I Detect and Fix Anti-Patterns?" which needs to be answered every-time when a Anti-Pattern report is submitted. The question can be further decomposed into following sub-problems and questions.

- Whether the source code, WSDL, word metrics predict code Anti-Patterns ?
- What is the variation in performance parameters of developed models using different set of metrics?
- What are the ramifications of Anti-Patterns on fault-proneness and change-proneness?
- What is the proficiency of dissimilar feature selection techniques to predict web service anti-pattern?
- What is the proficiency of disparate Classification techniques to predict web service anti-pattern?
- What is the proficiency of assorted data balancing strategies over original data to predict web service anti-pattern?

Research Aim:

- To build an efficient predictive model for the detection of anti-patterns in web services.
- To investigate the relationship between the occurrence of anti-patterns and source code metrics, word metrics and WSDL metrics.
- To analyze the application of different aggregation techniques to aggregate class level metrics into system level metrics for the task of web-services anti-pattern detection.
- To explore the correlation between the diversified set of source code metrics, WSDL metrics, aggregation techniques with presence of common web-services anti-patterns.
- To organize an exhaustive factual analysis on real-world dataset and investigate the performance of the machine learning algorithms, feature selection techniques, and data sampling techniques for predicting distinguished web-services anti-patterns.
Applying data mining concepts on software repositories containing bugs information, change information, source code, mailing list, requirement documents etc. is a transpiring field that has acquired remarkable research interest in recent times. Different semi-automated tools have been proposed to assist a practitioner in decision making and automating software engineering tasks. The objective of our research is to identify different types of anti-patterns by investigating source code, WSDL file and text based metrics. In particular, our inspiration is to explore the use of AI and machine learning based systems for building prescient models from source code metrics as features for the undertaking of web service anti-pattern detection.

5. METHODOLOGY

Figure 1 shows the research methodology used for developing prediction models to predict web-service Anti-Patterns. In this project, we will use publicly available open source projects from SourceForge for this experiments. For each project, three kinds of metrics sets are used to measure internal structure of the project i.e., source code metrics, WSDL metrics and word metrics.

- Source code metrics: It is intuitive that the more complex a file is, the more Anti-Pattern will happen in it. Thus, the source code metrics are used as features to find files start to Anti-Pattern.

- WSDL Metrics: These metrics are used to compute the web service interfaces complexity and complexity of WSDL file. As we know the WSDL file having high interface complexity are more likely to have Anti-Pattern as compared to other WSDL files.

- Word Metrics: It is intuitive that the frequencies of words in the source code has more correlation with fault and change-proness of classes due to Anti-Pattern.

The subsequent step consists of applying the feature selection techniques i.e., feature ranking and subset selection techniques on the dataset produced, to recover the metric set which is reasonable for building the prescient model. At that point, the dataset is standardized using the Min-Max Normalization technique and the data sampling techniques are utilized to manage the class imbalance problem. Further, some advanced machine learning and ensemble techniques are applied with the cross-validation approach for model development and the outcomes obtained are used for performance analysis.

6. WORK FLOW

In this section, we are specifying the methodology to be followed for the "Automatic detection of anti-patterns":

- **Phase 1:**
  - Literature Survey on the detection of object-oriented anti-patterns.
  - Literature Survey on the detection of anti-patterns in Service Oriented Architecture(SOA).

- **Phase 2:**
  - Finding the association between the occurrence of anti-patterns and source code metrics, WSDL metrics and text based metrics.
  - Investigating the application of different aggregation techniques to aggregate class level metrics into system level metrics for undertaking web-services anti-pattern detection.
• **Phase 3:** Performing relevant feature selection techniques and investigating the impact of different data balancing techniques to manage the class imbalanced problem.

• **Phase 4:** Building a predictive model for the detection of anti-patterns using Machine Learning Framework.

• **Phase 5:** Building a predictive model for the detection of anti-patterns using ensemble techniques.
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